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Documentation online en-/decrypt form 
 

 

1. Key: When clicking key   your entered key will be stored temporary in session. 

2. Textbox secret key: Enter your Email address and secret key. 

3. Buton Clear: Clear and reset the entire form. 

4. Hyperlink Help: Show this help 

5. RadioButtonList KeyHashes 

Choose the hash method to hash your secret key. 

6. ImageButton Hash: Clicking  will hash your key and display hashed key in textbox. 

7. TextBox Hash (readonly): Displays your hashed key. 

8. Button “Set Pipe”: sets symmetric cipher pipe, dependent only on your entered key. 

9. Button “Hash Pipe”: sets symmetric cipher pipe, dependent primary on calculated hash 

and secondary on your entered key. 

z. DropDown ZipTypes Choose encryption type (Please only GZip or Zip or None) 
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c. DropDown CipherTypes Choose a symmetric cipher to add it to the symmetric cipher 

pipe. 

10. ImageButton „add algo“: Clicking on will add the in c. DropDown CipherTypes 

selected symmetric cipher algorithm to CipherPipe. 

11. TextBox CipherPipe (readonly): Displays the current Cipher Pipe algorithms. 

12. ImageButton “Clear Pipe”: Clicking on will clear only the entire Cipher Pipe 

. 

e. DropDown EncodingTypes: Choose the final binary to ascii encoder, default is Base64. 

Beware of using uuencode in Web, because <> will be interpreted as possible html 

injection. 

17. TextArea Source: paste or enter Text here 

18. TextArea Destination: (readonly) After clicking Encrypt or Decrypt processed text will 

appear in the text area. 

19. Button Encrypt: Encrypts the text from TextArea Source and displays encrypted text in 

TextArea Destination. 

20. Button “Random Text”: Adds a short fortune to TextArea Source. 

21.Button Decrypt: Decrypts text in TextArea Source and display decrypted text in 

TextArea Destination. 

 

Windows form single exe: 

https://io.cqrxs.eu/download/ 

 

PermAgainCrypt more minimalistic git repository: 

https://github.com/heinrichelsigan/PermAgainCrypt 
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